
 

 

Meraki MR Wireless Installing, Configuring, Monitoring, and Troubleshooting v1.0 (MWA-

ICMT) 

This 3-day Cisco course provides students with the skills to configure, optimize, and troubleshoot a Cisco 

Meraki solution. Students will learn how to install and optimize Meraki MR Access Points. Students will 

also learn how to configure the Meraki Dashboard, troubleshoot and configure the Meraki environment 

and learn how to diagnose and resolve user and Network issues that may arise. 

Why Attend with Current Technologies CLC 

• Our Instructors are the top 10% rated by Cisco 
• Our Lab has a dedicated 1 Gig Fiber Connection for our Labs 
• Our Labs run up to Date Code for all our courses 

Course Objectives 
 
Following completion of this course, students will understand, Install, 

Configure, Monitor, and Troubleshoot the following:  

• Navigate and Configure the Dashboard  

• Add MX/MR/MS/MV devices to the Dashboard 

• Understand and Configure Configuration Templates 

• Understand and Configure Group Policies 

• Manage/Configure/Integrate Users and Radius Policies 

• Configure, Monitor, and Troubleshoot MR Access Points 

• Monitor Meraki Network Health 

• Troubleshoot devices and Connectivity 

 
Who Should Attend  
 
The primary audience for this course is as follows:  
 

• IT Staff and Managers 

• Network and Systems Personnel and Engineers 

• Small to mid-sized organizations that require fundamental knowledge on networking terms/concepts 
and configuration guidance for Meraki equipment.  

• This also includes organizations looking to implement remote sites, provide a guest wireless 
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Course Duration  

3 day  

Course Price  

$3,495.00 or 35 CLCs 

Methods of Delivery  

• Instructor Led  

• Virtual ILT  

• On-Site  

 



solution, and collect user analytics. 
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o Checking PCI Compliance 
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